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MAGYAR NYELVU SZEKCIO
Helyszin: https://www.coosp.etr.u-szeged.hu/Scene-679092/Attendance-2489629
Szekciéelnok: Dr. Kertészné Dr. Varadi Szilvia, adjunktus (SZTE)

09:45-10:15 Botos Mihaly Balint (SZTE)

Online véleménynyilvanitas - kiilonos tekintettel rémhirterjesztésre
10:15-10:45 dr. Hussein Jasmine (SZTE)

A COVID-19 és a digitalis bebortonzés
10:45-11:15 dr. Molnar Péter (KRE)

Az elektronikus ligyintézés tendenciai a kozigazgatas helyi szintjén
11:15-11:45 Pintér Melinda (NKE)

Elektronikus szavazas Magyarorszagon - Miért nincs, ha lehetne?
11:45-12:15 Toéreki Milan (NKE)

A pénzrendszer digitalizaciéjanak kihivasai: kriptovalutdk jelensége
12.15-12.45 Technikai sziinet

12:45-13:15 dr. Kiss Laura Olga (NKE)

What artificial intelligence cannot do from a judge’s perspective?
13:15-13:45 dr. Szivés Alexander (PTE)

Arising challenges in taxation - The treatment of cryptocurrency
13:45-14:15 Toth Szimonetta (SZTE)

The relationship between Al risk analysis and prosecution in the United
States of America
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ONLINE VELEMENYNYILVANITAS - KULONOS TEKINTETTEL REMHIRTERJESZTESRE

BoTOS MIHALY BALINT

PhD hallgato

Szegedi Tudomanyegyetem Allam- és Jogtudoméanyi Doktori Iskola

Témavezets: Prof. Dr. Szomora Zsolt egyetemi tanar és Dr. Gal Andor adjunktus
Kutatési tertlet: a véleménynyilvanitas kollektiv biintetdjogi korldtai

E-mail: botosmisi25@gmail.com

Online véleménynyilvanitas - killonds tekintettel rémhirterjesztésre

Az internetnek koszonhetéen mindenki szabadon kifejtheti véleményét a kozosségi portalokon.
A véleménynyilvanitasi szabadsag Kitiintetett szerepéb6l addéddan, amennyiben a szolas a
koziigyeket érinti, a korlatozas igen sziik korben megengedett. Eléadasomban a kdznyugalmat
sértd, kollektiv jogi targgyal rendelkezd és verbalisan elkdvethetd azon deliktumokat
vizsgadlom, amelyek a véleményszabadsagot korlatozzak, kulonds tekintettel a
rémhiterjesztésre. A rémbhirterjesztés joggyakorlatarol 2020 elétt gyakorlatilag nem
besz¢lhettiink, ugyanis az egyik legritkdbban eléforduld bilincselekménynek szamitott. A
koronavirus-jarvanynak koszonhet6en a jogalkoto j életet lehelt a tényallasba. A mddositas 4j
bekezdéssel bovitette a tényallast, aminek kovetkeztében szamos eljaras indult rémbhirterjesztés
miatt.

El6adasomban vizsgalom a témaban sziiletett két alkotmanybir6sagi hatarozatot [18/2000. (V1.
6.) AB hatarozat; 15/2020. (VI11. 8.) AB hatérozat], valamint azt, hogy milyen kévetkezményei
vannak, ha az elkdvetdt az interneten kdzzétett szolas miatt vonjak feleldségre. A digitalizacio
miatt felmertlt kérdésként, hogy kilfoldon kdzzétett szolas esetén indithatd-e rémhirterjesztés
miatt biintetéeljaras?

A vonatkoz6 joggyakorlat értelmében az elhangzott sz6last mindig a széveg kontextusaban kell
vizsgalni, hogy adekvat modon el lehessen hatarolni a tényallitast-értékitéletet. Az Emberi
Jogok Eurdpai Birdsaga azonban kidolgozott egy harmadik kategoriat (tényalapu értékitélet),
hogy segitse annak eldontését, hogy a szolas tényallitasnak vagy értékitéletnek mindsiil-e.
Ennek kdvetkeztében indokolt megvizsgalni a tényalapu értékitéletek problematikajat is.

Kulcsszavak: véleménynyilvanitas, biintetdjog, alkotmanybirdsag, alkotmanyos biintetdjog,
rémhirterjesztés



A COVID-19 ES ADIGITALIS BEBORTONZES

DR. HUSSEIN JASMINE

PhD hallgato

Szegedi Tudomanyegyetem Allam- és Jogtudoméanyi Doktori Iskola
Témavezets: Dr. Juhasz Zsuzsanna egyetemi docens

Kutatasi terilet: Biintetdjog

E-mail: husseinjasmine94@gmail.com

A digitalis bebdrtonzest (e-carceration) mar bevett fogalomként hasznaljak az amerikai
biintet6jog teriiletén az elektronikus feliigyelet széleskorii, mar-mar kdros mertékben elterjedt
alkalmazésara. Eurdopaban ennél jobb a helyzet, mivel az Europa Tanacs még 2014-ben fontos
jogi garanciakat hatarozott meg az elektronikus feliigyeletrdl szol6 ajanlasaban. A COVID-19
jarvany azonban nem vart kihivasok elé allitotta az egész vilagot, igy az egyes orszagok
blintetés-végrehajtasi szervezetét is. Erre vélaszul a legtdbb eurdpai allam igyekezett
alternativakat keresni, amelyek hatékonyan csokkenthetik a bortonnépességet, igy megeldzve a
jarvany intenziv terjedését a fogvatartottak korében. Ilyen alternativat jelentett az elektronikus
fellgyelet is, amelyet sok orszag vagy bevezetett a blintetés-végrehajtas teriletére, vagy éppen
kibdvitette annak alkalmazasi feltételeit. Eldaddsomban ennek vizsgélatéra térek ki, gorcso ald
véve, hogy melyek voltak az ehhez kotddo intézkedések az egyes eurdpai dllamokban, illetve,
hogy ezek milyen valtozasokat eredményeztek a biintetéjog teriiletén. Ennek vizsgalata és
konzekvenciai azeért is fontosak, mert jogosan szamithatunk arra, hogy a jarvany okozta Gjitasok
velik maradnak, vagy éppen szélesebb teret nyernek abbdl addddan, hogy olcsébbnak és
kénnyebben végrehajthatonak bizonyulnak a ,klasszikus” bebortonzésnél. Fontos azonban
latnunk, hogy az eldnyok mellett, a digitalis bebortonzésnek szamos hatranya is konnyedén
azonosithatd, amelyeket eldéadasomban fogok cizelldlni, és ezzel egyiitt potencialis javaslatokat
1s megfogalmazok a megfeleld korlatok és garanciak felallitasara.

Kulcsszavak: elektronikus felugyelet, digitalis bebortdonzés, COVID-19 jarvany, talzsufoltsag,
alternativ szankciok



AZ ELEKTRONIKUS UGYINTEZES TENDENCIAI A KOZIGAZGATAS HELYI SZINTJEN

DR. MOLNAR PETER

PhD hallgato

Karoli Gaspar Reformatus Egyetem Allam- és Jogtudomanyi Doktori Iskola
Témavezetd.: dr. Csaki-Hatalovics Gyula Baléazs egyetemi docens

Kutatasi tertlet: elektronikus kdzigazgatas, helyi dnkorméanyzatok

E-mail: molnar.peter@kre.hu

Magyarorszagon az utdbbi évtizedben szamos, a kozigazgatasi elektronikus Ugyintézés
fejlesztésere iranyuld intézkedésnek lehettlink tanti. A jogi kornyezet valtozdsa és a
technoldgiai fejlesztések kovetkeztében az elektronikus tigyintézes egyre inkabb elérhetévé valt
minden polgar szamdra. Kiilondsen jelentds fejlddésnek lehettiink tanti az elmult években a
Magyarorszagon az utdbbi évtized centralizacids torekvései ellenére is meghatarozo6 szereppel
bird helyi 6nkormanyzatok vonatkozasaban.

Noha a rendelkezésiinkre all6 informaciok alapjan az elektronikus Ugyintézés igénybevétele a
kozponti kozigazgatasban egyértelmiien meghonosodott, az dnkormanyzatok terén még nem
rendelkeziink elegendd szamszerusithetd adattal.

Az kozpontilag Uzemeltetett 6nkorményzati elektronikus Ugyintézési rendszer altalanosan
éppen a COVID-19 megjelenését egy évvel megel6zbéen Keriilt orszagos kiépitésre. A pandémia
megfékezésére iranyuld korlatozasok az altalanos vélekedések szerint pozitivan kellett, hogy
hassanak az e-ligyintézés minél szélesebb kort igénybevételére.

Tanulmanyomban ennek a hipotézisnek az igazolasara teszek Kisérletet a rendelkezésre allé
adatbazisok és sajat, kdzel kétszaz onkormanyzat bevonasaval végzett primer felmérésem
alapjan.

Az eldadasom targyat képezd kutatas az UNKP tamogatasaval valosul meg. A konferencian az
eddigi részeredmények bemutatasa a célom.

Kulcsszavak: e-kdzigazgatas, 6nkormanyzatok, e-lgyintézés



A PENZRENDSZER DIGITALIZACIOJANAK KIHIVASAI: KRIPTOVALUTAK JELENSEGE

TOREKI MILAN

PhD Student
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Dr. Peres Zsuzsanna egyetemi docens
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E-mail: torekimilan@gmail.com

A pénz szerepe es megjelenése a torténelem soran folyamatosan atalakult: a kezdetleges
materidlis arupénztdl fokozatosan fejlodott, mig végill a hangsuly az immateridlis
pénzeszkozokre tolodott. Erre kivald példa lehet Svédorszag, ahol a jelenlegi adatok szerint 2%
alatt van a készpénzes fizetések aradnya: ezzel az értékkel a vildgon az elsé helyen van a
készpénzmentesség tekintetében. A legtobb bank mar nem fogad el készpénzt, sét a
templomokban és a hajléktalanoknak is mar kartyaval lehet adakozni. A svédorszagi
jelenségnél sokkal meghdkkentobb folyamat jatszodik le Kindban. 3 év leforgasa alatt, 2016-
ban a mobillal torténd fizetések 5,5 billio dollart tettek ki, ami nagyjabdl az amerikai piac
otvenszeresének felelt meg. Ez a fajta tendencia tobb, biztonsagpolitikai, gazdasagi es kulturalis
kérdést fog felvetni, ugyanis mar a bankszamlapénz sem Kkizar6lagos, mivel rengeteg Uj
alternativ fizetési maéd, kriptovaluta jelent meg, amelyek fuggetlenek nemzeti kormanyoktol és
a kontrolalt bankrendszert megkerulve kinalnak 0j lehetéségeket. Véleményem szerint fel kell
készllIni ezekre a valtozasokra, mivel méar gyakorlatilag a mindennapjaink részeivé valnak.
Tehat hipotézisként megfogalmazom azt a tételmondatom, miszerint: a kozeljovOben a nemzeti
bankok hagyomanyos értelemben vett jogktre és feladatkdre érdemben at fog alakulni.
Tézisként allithatd, hogy a kiilonb6zo kriptovalutak eléretorésével egyre inkabb névekszik az
online valutdk népszeriisége (2021. januar elején az egyik legnépszerlibb kriptovaluta, a bitcoin
0j torténelmi cstcsot dontott. Egy egyseg bitcoin 40 ezer USA dolléarba kertilt!) és kereslete,
ezzel egyenes aranyban nd az aggodalom, hogy a szabalyozatlansag milyen hatassal van a
gazdasagra globalisan. A kriptovaluta-halozat jelentds hianyokat mutat a szabalyozasok
terliletén, nem beszélve a blin6zokrol, adokeriildkrdl, pénzmosodkrol.

Kifejezetten nehéz a tranzakcidk nyomon kdvetése, néhany esetben szinte lehetetlen. A rendszer
altal ajanlott anonimitas szintén kecsegtetd lehet a pénzmosashoz. Ugyanakkor szabalyozasi
halot szeretne az EKB is és az EU is a kriptovaluta vilagaban, de ez atfogé és nemzetallamokon
atnyulo egyezményt igényelne.

Kérdés, hogy ez a problémakoér mennyire lesz jellemzd hazankban a jovoben, illetve hogyanfog
hatni a magyar pénzkibocsatas jogrendjére az EU ezen szabalyozésa és egyaltalan, hogy
integralhatok a magyar jogrendbe? Ezzel a téméval vald foglalkozas tulsagosan
futurisztikusnak tiinhet, de ha utdna néziink, méar Budapesten is szdmos olyan iizlet van, ahol
lehet6ség van kiillonbozo kriptovalutakkal valo fizetésre. Ez a jelenség tovabbielmélkedésre
adhat okot. Hogyan miikodhet ez az Eurdpai Unid teriiletén? Milyen kontrollt végez(het) az
EKB? Egyaltalan kinek a jogkore ilyen valutdknak a forgalomba hozatala, egyaltalan
elfogadjuk Oket valutanak?

Kulcsszavak: pénzkibocsatas, digitalizacid, kriptovalutak, bitcoin, szabalyozas



WHAT ARTIFICIAL INTELLIGENCE CANNOT DO FROM A JUDGE’S PERSPECTIVE?

DR. Kiss LAURA OLGA
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Academic supervisor: Zédi Zsolt Dr.habil.

Research field: Mesterséges intelligencia és a birosagi eljarasok kapcsolata
E-mail: kiss.laura.olga@gmail.com

It is becoming more and more well known what artificial intelligence is good for, in how many
areas, including the field of law, can make our lives easier. The aim of the research and the
lecture to be held as a result of it is based on thinking backwards and exploring what artificial
intelligence is not capable of according to the current state of science. It explores the topic of
how artificial intelligence could be used in court proceedings, what areas would remain where
human intervention would be absolutely necessary, given the fact that artificial intelligence is
not suitable for the task at hand.

The research is mainly based on the examination of psychological-cognitive abilities, and the
results highlight that artificial intelligence is not capable of neoteny (the ability to progressively
rejuvenate, juvenilisation).

Neoteny is the purely human trait that allows an individual to return to a lower function level
than before, even if they have already above that level, but consider it to be the most appropriate
for them. Illustrated with a simple example: it can be observed that a child who is already a
house-trained, when their younger sibling is born, suddenly needs to be diapered again because
they see that this way their parents will spend more time with them so this is more advantageous
for them at that moment.

Examining neoteny in the light of court proceedings, it can be said that it is essential that a
judge, when evaluating a case involving a minor (child), be able to “return” to the child’s
thinking in order to interpret the child correctly.

Similarly, the role of creativity, emotional intelligence, critical thinking, ethics, social
perceptiveness in the work of a judge, as well as the shortcomings of artificial intelligence in
this field, will be discussed.

Keywords: court proceedings, Al, judge, Al's obstacles, neoteny, EQ



ARISING CHALLENGES IN TAXATION - THE TREATMENT OF CRYPTOCURRENCY

DR. SzivOSs ALEXANDER
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Blockchain technology is a closely followed topic in the financial technology industry. Even
though cryptocurrency has been around for a few years now, it still seems not to be well-defined.
The global crypto market capitalization has passed 2 trillion dollars, however, there is much
uncertainty in the regulation regime worldwide. To some, cryptocurrency is an investment, to
others it is property, and some may even say it is a commodity. The governments' attitude
towards cryptocurrencies, and in particular towards the underlying technology are very
diversified. Different jurisdictions, different approaches. More and more regulators are
worrying about criminals who are increasingly using cryptocurrencies for illegitimate activities
like money laundering, terrorist financing and tax evasion. It is essential to create favorable
conditions for the establishment and development of the sector, while protecting all market
participants’ interests. Cryptocurrencies require a special tax structure of their own, especially
because their decentralized nature was built specifically to ensure non-compatibility with
overarching revenue siphoning methodologies. In other words, nations need to consider this
futuristic digital asset as a stand-alone economic element that deserves a taxation structure of
its own. The presentation will identify key tax policy considerations of cryptocurrencies by
overviewing some of the major country treatments focusing on the USA, Latin-America and
Europe. The author will also examine the typical “lifecycle” of a unit of virtual currency,
emphasizing the key stages in which tax consequences may arise. Last, but not least will
highlight common challenges and emerging issues in taxing virtual currencies.

Keywords: Taxation, Technology, Blockchain, Cryptocurrencies



THE RELATIONSHIP BETWEEN Al RISK ANALYSIS AND PROSECUTION IN THE UNITED STATES
OF AMERICA
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In the 21st century, the rapid development of technology left many people feeling uneasy, but
as time went on, we discovered its potential. Artificial intelligence is the future, but its use
certainly needs to be monitored. In the United States of America, pre-sentence investigation
reports (PSIs) have been used for decades, and in recent years a new element has been added to
the information database in several member states: IT-based risk analysis data. If modern
society intends to rely on algorithm-based risk analyses as a tool in criminal justice, a critical
examination of these methods is crucial. In the United States of America, the need and
justification for the use of such methods has been driven by one of the biggest problems in the
wider criminal justice system, overcrowding in prisons. The country has an extremely high
prison population due to the strict use of criminal law as a deterrent for committing crime. This
is, of course, far too costly. So, it is not surprising that in recent years economic austerity has
become a central issue in the US criminal justice system. To prevent the overcrowding of
prisons, all member states use various assessment tools based on computerized risk analysis,
such as COMPAS in many areas of the justice system. In the United States specifically, the use
of a patented and secret algorithm in the criminal justice system is generally and widely
accepted, albeit not without some reservations, as it could be used to influence the outcome of
certain cases. The use of the results of the risk analyses raises unanswered questions such as the
right to a fair trial, the principle of publicity, non-discrimination, equality before the law and
the requirement of equal treatment, which are currently still to be resolved in the context of the
algorithm.

Keywords: USA, Al, COMPAS, criminal justice, discrimination



l. ANGOL NYELVU SZEKCIO
Helyszin: https://www.coosp.etr.u-szeged.hu/Scene-679092/Attendance-2489624
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09:45-10:15 Hidayatulloh (ME)

The Legal Reform of Digital Taxation in Indonesia
10:15-10:45 Narmin Miriyeva (SZTE)

European payments in the digital age
10:45-11:15 Mohammad Al animat (DE)

The Risks Facing Electronic Banking Operations And Legal Protection In
Jordan

11:15-11:45 Namsrai Battulga (PTE)
Stable coin- shadow banking risks and legal challenges
11:45-12:15 Ghulam Mujtaba Malik (SZTE)

[s the legal framework for money laundering in the twenty-first century
likely to be a challenge in the digital age?

12:15-12:45 Bushrat Jahan (PTE)

Contract Law Regarding Digital Contract in Emerging Economy of 21st
Century: A Comparative Study

12.45-13.15 Technikai sziinet

13:15-13:45 Constantin Plamadeala (DE)

Using data analytics for risk analysis on the capacity of migrants to cross
illegally the border.

13:45-14:15 Ekaterina Popova (NKE)
Digital Migration and State: Threat or Benefit
14:15-14:45 Mohammad Thoriq Bahri (SZTE)

Biometric Data Sharing in Addressing Irregular Migration and Security
Issues within the Bali Process Framework for Indonesia
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The Indonesian government decided to enact Law Number 2/2020 to support financial stability
for handling the Covid-19 pandemic. Among other things, it aims to enforce income taxes on
electronic systems transactions by foreign service providers. Moreover, the Indonesian
government also levied a Value Added Tax (VAT) for trading through electronic systems that
set the rate at 10%, effective on 1 July 2020, based on Ministry of Finance Regulation Number
48/2020 and Director General of Taxes Regulation Number 12/2020. Overseas traders or
platforms who have transactions with consumers in Indonesia with an amount exceeding IDR
600 million in 1 year or IDR 50 million in 1 month and/or having several traffic/accessors
exceeding 12,000 in 1 year or 1,000 in 1 month, can be appointed as VAT collectors. This paper
will examine the new regulation of digital taxation that only addressed foreign intangible goods
and services with an approach of justice and equality in tax collection. Besides, this study will
discuss the obstacles and challenges for law enforcement. Finally, this policy creates injustice
and inequality between domestic and foreign merchants. In addition, Indonesian taxation policy
generally preserves a conventional tax dispute mechanism that is tough to adjust. Law Number
2/2020 regulates punishment for non-compliant VAT collectors, but there are no further
regulations regarding the execution of these provisions by the Ministry of Finance. The legal
certainty for the involved parties is still questionable.

Keywords: digital taxation, e-commerce, value added tax, Indonesia
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Electronic payments must be secure and speedy as long as there are online users. More recently,
the epidemic has expedited payment digitization and altered public perception of electronic
payment systems not only in Europe, but globally. Consumers and businesses alike prefer
computerized contactless card payments over cash as a risk-mitigation technique, and no one
reverts to old practices after an outbreak. Consumers' concern about virus transmission, along
with government mandates to increase the number of non-cash payments, has led to a fall in the
use of cash as a means of payment.

As a result, central banks around the world believe that issuing a central bank digital currency
(CBDC) would be more likely in the face of the current COVID-19 challenges in order to
increase the supply of new payment services and provide a different option for delivering money
to society as a result of changing payment habits to contactless payments rather than cash.
Several countries have even launched CBDC pilot programs, putting the technology to the test
with real-world consumers and businesses. In terms of launching and testing its digital currency,
the digital euro, the Eurozone is no different from other regions. The key problem is whether
the Eurozone is technically or legally prepared to utilize this type of money and whether
consumers will accept the electronic euro as the next means of payment.

Keywords: e-payments, digital currency, central bank digital currency, digital euro
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JORDAN
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The greater growth in the operations and activities of electronic banks has created new problems
for banks and responsible authorities such as central banks to exercise sufficient to keep pace
with rapid technological progress. In addition to the high potential for fraud, deception and
fraud on open networks such as the Internet, due to the absence of traditional practices that are
used to ensure the identity and legitimacy of the customer. It should be noted that electronic
payment methods appeared in conjunction with the emergence of e-commerce and became one
of its components and completed its procedures.

The most important main risks facing the work of electronic banks, which threaten the conduct
of banking and financial operations in various countries of the world.

This article aims to follow up on the latest technical protection systems and protection from
online fraud and money theft attacks, and here we ask what are the risks facing electronic banks
and electronic payment operations, and discuss and review the regulatory legislation issued by
the Central Bank of Jordan to adapt to cyber security risks.

Keywords: 1. Electronic risk. 2. Security 3. Electronic payment 4. Cybercrime 5. Fraud
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Introduction

Traditionally, when payer and payee are unfamiliar to one another, there is a need for trust in mediating
individuals or institutions as facilitators and guarantors of the respective transaction. Yet, by offering an
impersonal verification technology, crypto-currencies hold out the promise of transparency and
credibility without a strict necessity to involve or pay mediators.

Nowadays, instead of banning crypto-currencies, countries are taking steps to bring them under the
control of broker-dealer markets and exchanges. This is a realistic way to avoid financial risk.

Legal aspects of regulating crypto currency

Traditionally, currency transactions are heavily regulated to address concerns about fraud, money
laundering, capital flight, currency manipulation, terrorist financing, and more. But today, the regulatory
approach to virtual currencies across the world has varied widely.

Crypto-currencies have been recognized since 2012 the EU has continued to release guidance, trend
analysis, and regulations about these digital assets. In 2018, the EU started formulating the 5th Money
Laundering Directive.

While blockchain technology is essentially decentralized, regulations in China have aimed to guarantee
state control over its development and application. For example, the Chinese government has launched
its own digital currency the digital yuan.

While crypto-currency is not outlawed in Russia, there is an ongoing conflict being waged against its
use. Russia passed its first laws to regulate crypto in 2020, which for the first time designated crypto-
currency as property liable to taxation.

In the United States, where the stock market is highly developed, the legal policy on digital money is
relatively flexible. In particular, rules and regulations on contract law and financial transactions are
being enforced. New York established a framework for regulating crypto-currency platforms, known as
Bit License, in 2015.

Conclusion and proposal

The increasing circulation of digital money in the financial markets is the reason for the need for more
detailed legal regulation. The experience of some countries shows that they tend a policy of flexible
control over the circulation of electronic money. In particular, The United States and the EU countries
are pursuing to a policy of expanding the e-money stock market.

Within the framework of this policy, it is necessary to update banking and financial acts and adopt a
regulation on consumer protection. In particular, the law should include requirements for virtual asset
service providers, procedures for their registration and monitoring, and provisions related to the
confidentiality of information.
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The challenges of money laundering criminality in the twenty-first century are discussed in this
study. As criminals must explore new opportunities, which they will, this adaptation skill is
crucial in crime, and money laundering is no exception. The virtual digital world's challenges
to the AML in the twenty-first century are analyzed. One element that has contributed to the
growth of ML activities is technological advancements, while another aspect that has
undermined the AML system is a lack of international cooperation and coordination. As a such,
mobile payments, digital money, and e-commerce - particularly virtual currency exchanges -
are increasingly popular with criminals. Governments have highlighted virtual currency
exchange regulation as a critical necessity for efficient anti-money laundering measures. Its
goal is to lay forth the AML regime's legal, regulatory, supervisory, and law enforcement
structures. Therefore, Following UN, Council of Europe, and FATF recommendations, the EU's
Fifth and Sixth Anti-Money Laundering Directives went into effect in recent years, enhancing
digital activity obligations and standard reporting requirements. The European Commission
proposed the Markets in Crypto-Assets Regulation (MiCA) in September 2020, a framework
that strengthens consumer protections, clarifies digital currency industry conduct, and adds
additional licensing requirements. This study brings together two major ideas. Money
laundering crime and its countermeasures, as well as emerging technology connected with
stored value and smart cards, digital cash, and electronic commerce, will undoubtedly represent
a challenge to regulators and law enforcement in the twenty-first century in the digital age.
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FATF

14



CONTRACT LAW REGARDING DIGITAL CONTRACT IN EMERGING ECONOMY OF 21ST
CENTURY: A COMPARATIVE STUDY

BUSHRAT JAHAN

PhD Student

Faculty of Law, University of Pécs

Academic supervisor: Prof. dr. habil. Herke Csongor DSc. head of department, university
professor

Research field: International Criminal Law

E-mail: bushrat.tandra@gmail.com

In business process or even our everyday life the law of contract and proper enforcement of
such law play a very significant role. The emerging economy which is now depend on digital
world phenomenon becoming electronic based. The era of internet and social networking
making people decentralized and self-regulated which attract on online selling and purchasing.
So this actually the sign of expanding the electronic commerce which make products more
available to the consumers. In this situation E-Contract is an aid to drafting and negotiating
successful contracts for consumer and business and other related services. It is designed to assist
people in formulating and implementing commercial contracts policies within e-businesses. It
contains model contracts for the sale of products and supply of digital products and services to
both consumers and businesses. As the electronic contract is not paper based contract rather
related to cyberspace so there must have specification provision about such contract. But in
reality there is lack of provision in formation and regulating the electronic contracts. In
developing economies country like Bangladesh where computerized generation need more
protection but in many judgements not allowed the computerized documents and even
Information Technology Act, Contract Act, Evidence Act not wholly justified the electronic
contracts. In this paper the legal challenges of electronic contract will be focused. The real
situation of contract law regarding the electronic contract in context of Bangladesh comparing
to other countries also be discussed. The main purpose of this paper is to explore more possible
functionality of e-contracts and ascertain legal implication.
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"The migration risks are increasingly prevalent and complex to manage at the border control.
Given the inefficiencies of traditional manual risk management practices, research has
progressed to using data analytics to objectively and dynamically manage risks on illegal
migration. The rapid development of technology has also prompted further innovations in
border control. However, border guard agencies must consider practical issues such as machine
learning approach on risk assessment to identify the illegal crossings.

The method for this paper will be used the empirical method. Through empirical method will
be observed the act of illegal migration that could be performed through different ways. The
empirical method would help to produce new solutions for using machine learning in the context
of investigation of illegal migration.

This paper aims to study and design a risk assessment system based on big data technology. It
is hoped that the system will enhance the ability of border guard agencies to identify the risks
of illegal crossings, so as to solve the problem of illegal migration.

As the expected result, the paper will address new approach for investigating cases of illegal
migration by using machine learning and big data."
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The global coronavirus pandemic has forever changed the world in ""'before™" and ""after"". As
a result of the pandemic, the world has faced global isolation and de-globalization, which has
affected not only the political structure of the world, but also the economic one. Tourism has
been one of the most affected business sectors.

In the ""after"" pandemic time, the digitalization of migration in the concept of digital nomad
visa has become an increasingly popular concept. It aims at both, fulfilling the needs of
countries that are directly dependent on tourism and individual entrepreneurs or remote workers
who live a nomad life and are not planning to impose additional pressure on the local job
markets.

Until July 2021 just 24 regions have been offering an avenue for ‘workationing’ abroad but
more and more countries make digital migration possible.

This study compares two models of migration, classical and digital. The study answers the
question, is digital migration really an advantage or is it still a threat?

Keywords: migration, digital governance, digital migration, post pandemics
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The Bali Process Declaration on People Smuggling, Trafficking in Persons and Related
Transnational Crime acknowledges the large scale and complexity of irregular migration
challenges both within and outside the Asia Pacific region. As one of the efforts to decrease
irregular migration in this region, the Regional Support Office of the Bali Process (RSO) was
established in 2012 to support the implementation of the Bali Process. In this regard, the Bali
Process led to an opportunity to develop the use of technology and biometrics data sharing in
migration and border management. The purpose of this paper is to discuss the law and policy
in addressing the issue of irregular migration in Indonesia. It also explores the development of
the utilization of technology and biometrics in the area of migration, security and border
management, as a measure in addressing the problem of irregular migration. The discussion
focuses on the role and challenges of technology and biometrics data exchange in border
management as one of the most important agreements on the Bali Process. This study finds that
the gaps within the ASEAN member states in regulating privacy rights and data protection have
caused the difficulties in sharing and exchange data/information particularly biometric data.
The method used in this research is the doctrinal legal research, which is mainly referred to as
library-based research.
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The development of technology in the recent decades has clearly addressed the need to integrate
technology in the judicial system since it has great potential to substantially improve the court
system. The outbreak of COVID-19 in early 2020, forced all courts and public services around
the world to adopt technology at swift speed and scale, and switch to online operations in a
matter of weeks. Kosovo was no exception in this situation and as COVID-19 spreading, courts
closed and there had to be taken immediate steps to ensure functioning of the judiciary and
guarantee the basic rights for its citizens. This paper aims to prove that courts in Kosovo need
to develop immediately digitalization strategy and improve technological and human capacities
to use technology in court proceedings beyond emergency situations.

Providing a legal analysis of the data and reports related to work of the courts in Kosovo during
pandemics period, this paper suggests that by incorporating technology tools in courts, people
are offered faster access and less expenses; however, this paper also addresses that shifting from
in-person to online services is not a solution for all, in particular for the citizen who lack
technology tools, such as proper computer or high-speed internet access, or even for the elders
who lack the skills to use such tools. Finally, this study suggests that Kosovo Judicial Council
should develop clear and detailed strategy to improve the courts technological capacities and
develop rules to govern such digital operations, by working at the same time to improve the in-
person processes of accessing justice for all citizens.
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As the global society continues to become interconnected and interdependent, aided by
decentralizing technology, governments are compelled to harness digital delivery of services in
order to address the ever-rising expectations of citizenry. Today’s highly networked and
decentralized technology comes with system complexity, often forcing actors to pull in different
directions depending on their need drive. This essentially triggers the critical need for the
government as conductors and convenors of public service, to strive to integrate and harmonize
digital environment within which its services are demanded.

Kenya has firmly established itself as a digital pacesetter on the African continent. In a bid to
ensure digital economy benefits become a reality, the country has embarked on digital
transformation journey with enthusiasm. As the entirety of sectors that operate using digitally
enabled communications and networks leveraging internet, mobile and other technologies
continue to grow in Kenya’s public sector, the question of how to in sync these services to
minimize friction across government entities and enhance service delivery to the citizenry, has
ignited greater attention than ever before.

Premised on the desire to harmonize and integrate government’s digital services, this paper
advocates for the need to set out guidelines to underpin a platform operating model that gives
public service providers maximal scope to innovate while retaining high ethical standards and
harmony within government operations. In so doing, the paper will examine the digital
environment of the State and Law with a particular focus on whether there is any congruence
in their operations with regard to digital applications of various platforms, infrastructure and
institutions. The article further offers recommendation for greater integration of digital
environment to enhance seamless public service.

Keywords: Digital integration, state and law, digital environment
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This paper demonstrates that the development of e-governance can be used as a legitimation
strategy. One of the key functions of e-governance is the provision of official information to
the public and mass media. Using the cases of two states Kazakhstan and Russia, the study
shows how legitimation claims are conveyed through the official governmental websites. This
paper uses content analysis to assess what legitimation strategies are used by Kazakhstan and
Russia. The findings confirm earlier researchers’ claims that all non-democratic regimes strive
to demonstrate high sectoral performance. Stressing high economic development, praising the
achievements for each ministry has become the way to demonstrate their legitimacy. Official
website is a good platform for these activities. In addition, both countries almost equally
underscore their international engagement. Nationalism ideals are more specific to Russian
government than to Kazakhstani. The government of Kazakhstan is more prone to feature
personalistic legitimacy claims.

Keywords: e-governance, content analysis, legitimacy, political regimes, governmental
websites

22



THE MALAYSIAN PuBLIC SECTOR CYBERSECURITY STRATEGY: A REVIEW OF E-
GOVERNMENT LEGAL AND REGULATORY FRAMEWORK IN MALAYSIA

NUR SYUHAINI BINTI ABDUL WAHI

PhD student

National University of Public Service

Academic supervisor: Dr. L&szI6 Berényi Associate Professor
Research field: Public administration management and sociology
E-mail: nani_mashmallow@yahoo.com

Undeniably, the advancement in ICT has modernized public sector services delivery.
Governments worldwide have embraced the use of information technology to deliver a better,
more efficient service to citizens, businesses, and agencies through a phenomenon known as
electronic government or e-government. The digital transformation of the public sector means
that information or data is stored and processed in digital form, or in other words, in cyberspace.
By digitizing their operation, the government has opened themselves and made them vulnerable
to cyberattacks that will result in threatening disruptions to government services. Through the
use of e-government, the public is transmitting their personal, sensitive information through
online platforms. Therefore, citizens need assurance that their personal data will be kept private
and secure from exploitations, hacks, and breaches. However, the government data center has
been subjected as the main target for cybercrime and security threats as they contain various
critical private information. Since cybersecurity has become the major concern for national and
global security in the 21st century, the government needs to re-evaluate the current legal and
regulatory framework at their disposal. Laws should be reassessed and repositioned in order to
be enforced in the digital environment, particularly in the context of e-government security. If
the government fails to safeguard personal data, prevent data breaches, and protect data from
cyberattacks, trust and confidence to use e-government among citizens will be corroded.
Consequently, this will lead to the failure of e-government initiatives.
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Undeniably, the advancement in ICT has modernized public sector services delivery.
Governments worldwide have embraced the use of information technology to deliver a better,
more efficient service to citizens, businesses, and agencies through a phenomenon known as
electronic government or e-government. The digital transformation of the public sector means
that information or data is stored and processed in digital form, or in other words, in
cyberspace. By digitizing their operation, the government has opened themselves and made
them vulnerable to cyberattacks that will result in threatening disruptions to government
services. Through the use of e-government, the public is transmitting their personal, sensitive
information through online platforms. Therefore, citizens need assurance that their personal
data will be kept private and secure from exploitations, hacks, and breaches. However, the
government data center has been subjected as the main target for cybercrime and security
threats as they contain various critical private information. Since cybersecurity has become
the major concern for national and global security in the 21st century, the government needs
to re-evaluate the current legal and regulatory framework at their disposal. Laws should be
reassessed and repositioned in order to be enforced in the digital environment, particularly in
the context of e-government security. If the government fails to safeguard personal data,
prevent data breaches, and protect data from cyberattacks, trust and confidence to use e-
government among citizens will be corroded. Consequently, this will lead to the failure of e-
government initiatives.
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The 21st century witnesses a significant change in commerce due to the development of
technology. The changes in forms of communication in international trade such as voice, video
call, email, SMS have outstripped and replaced other more traditional forms of communications
such as paper, post, letter. In international transactions, using electronic means of
communication technology has been popular for parties to conclude international sale contracts.
However, the law of contract has been trailing behind in the advancement of solutions for the
use of electronic communications in commerce, leading to legal uncertainty which in turn
creates obstacles to trade. The United Nations Convention on Contracts for International Sale
of Goods 1980 (‘CISG’) was introduced a quarter of century ago with the aim of uniformity for
international sale of goods worldwide; its regulations on electronic communication were absent.
The research aims to determine whether the CISG covers the elements of digital communication
in an international transaction since there is no clear mention in the Convention. The research
examines the form requirement under Article 13 of the Convention which includes telegram
and telex to be considered as writing and whether this also includes electronic transactions.
Besides, the research identifies whether other terms, for example ‘notice’, ‘oral’, ‘reach’ refer
to the use of electronic communication. The research also discusses the concept of cyberspace
as a place of business to determine the requirement of internationality under the Convention.
The research thereby asserts that the CISG does apply to the use of electronic communication
technology in international sale contracts.
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In the digital environment of law legal databases are important instruments in the work of
lawyers. This applies to every legal employment and every focus of activity. Even the interested
public are using legal databases for their own information needs, especially in the times of the
corona pandemic. In Hungary the CompLex publishing house (CompLex Kiadd Kft.) is not
only publishing professional literature for jurists, but also provides digital information in the
form of legal databases. In Germany the publishing house C.H. Beck provides the same range
and formats of legal informations via books, e-books and a database. Furthermore legal
informations in form of a legal database are provided to German lawyers by the juris GmbH. In
contrast to C.H. Beck juris started as legal database and developed since its beginnings
additionally more and more publishing activities. The focus of the paper will be on legal online-
databases as the aforementioned examples are representative for the main online information
sources for legal professionals in Germany. Therefore the following paper intends to give an
overview of the legal framework that applies to German online-databases, mainly determined
by the Gesetz Uber das Urheberrecht und verwandte Schutzrechte. whereby the influence of the
European law on the German law is likewise considered. The paper intendeds to end with an
overview how the development of legal databases in Germany is driven by the field of tensions
between the needs of the legal professions and the technical progress and thereby will give a
short outlook for further developments.

Keywords: legal online-database; copyright law; information source; lawyer;
Urhberrechtsgesetz
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Consent is one of the requirements for lawful processing of one's personal data. When it comes
to underage children, however, their consent is insufficient to make the process legal; their
parents' consent is necessary. Because children are unaware of the consequences and risks of
their online activities, as well as their data protection and privacy rights. That is why the GDPR
in the EU and the COPPA in the US designate parents as children's personal data guardians if
they are under the age of 13 in the US and 13-16 in the EU. The data controller is responsible
for ensuring that parental consent is obtained.

In this paper, we will examine and criticize the concept of parental consent, methods for
verifying such consent, and data controllers' responsibility in verifying such consent. We will
debate whether parental consent is an ideal solution for the children's best interests in terms of
their right to privacy, or whether the proper solution comes with stricter rules applied to data
controllers by design and by default.

Keywords: Parental consent, verifying consent, children's personal data, lawful processing,
data controllers, GDPR, COPPA
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We cannot overlook the technical progress made this century, which was not limited to a single
science or party. Rather, all walks of life are affected by it. We cannot rule out the completion
of legal work, the conclusion of contracts, and the execution of such contracts in certain cases
because of technical advancements, as well as the resolution of their conflicts using the same
technology for electronic resolution. That is, the procedures are carried out over an electronic
network without the parties having to be present in the same place.

The year 2020 was the greatest evidence of the need for humans, especially dealers - from the
point of view of law - for international commercial contracts, whose owners cannot be in the
same place, to regulate such electronic transactions that are concluded and settle their disputes
on the electronic network.

Because of the nature of the Internet, a new type of arbitration has emerged, which differs from
traditional dispute resolution mechanisms. This form is completed on a computer screen, in
accordance with the nature of electronic commerce, which disregards spatial boundaries. The
importance of electronic arbitration extends to what it raises in terms of procedural and
substantive legal issues that are directly related to the concept of arbitration itself in its abstract
framework, as well as to structures and institutions on the one hand, and judgments on the other
hand in their electronic framework.

Although the topic of electronic arbitration in and of itself makes us stand in front of many
controversial issues that deserve the uniqueness of studying a research on its own, | want to be
satisfied with seeking to achieve one goal of this research, which is to be able to define what
the electronic arbitration agreement is as a term and a modern concept, and access to understand
the substantive and procedural legal aspects related to it, all of this as a means of resolving
electronic commerce disputes.

It can be said that electronic arbitration begins with the first step, as does traditional arbitration
with the parties to the disputed legal relationship over their choice as a method for settling the
existing dispute between them.
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With the development of Communication and Information Technology digital evidence
relativity in criminal proceedings has augmented, thus presenting the need to vest the current
legislation with accurate legal provisions regarding the identification, acquisition, preservation,
examination, and analysis of data stored in electronic devices. Understanding of the current
regulatory framework and criminal proceedings practices are pre-requisites for pathing the way
to identification and improvement of issues regarding the obtaining, seizure, analysis, and
presentation of digital evidence. This paper provides an analysis of digital evidence
management legislation under Budapest Convention and its Annexes, typologies & principles
and identifies current challenges in the criminal proceedings related to digital evidence.
Providing an in-depth legal analysis on the Convention, its Annexes, data management
provisions in the Criminal Procedural Code of the Republic of Albania, current literature,
institutional capacities and procedural means, this paper addresses the nature of challenges and
explains how the existing gaps in practice condition the effective implementation.
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